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This Privacy Notice describes how any personal data that Careering into Motherhood Ltd 

(the ‘Controller’), its affiliates and subsidiaries (collectively and individually, ‘we’, ‘us’ or 

‘our’) collect from you (the ‘Data Subject’), or that you provide to us, will be processed by 

us. 

In the course of interacting with you and/or providing you with our services, we collect 

certain personal data about you. This data may be contained in applications and other 

forms you submit to us. We are therefore providing you with this notice to explain our 

approach for collecting, using and, where necessary sharing this data with others. 

Our Data Protection Principles 

We process your personal data in compliance with the Data Protection Act 2018 

(UKGDPR), and the Privacy and Electronic Communications Regulations 2003 (“PECR”) and 

all other applicable legislation. 

We process all data lawfully, fairly and in a transparent manner in relation to you and we 

will only collect data that is strictly necessary for the purposes that we have stated in this 

Privacy Notice or where legally required to do so. 

We maintain physical, electronic and organisational safeguards to protect your data. 

We permit only authorised personnel, to have access to it. 

We take all reasonable steps to maintain the accuracy of the data and will act on any 

instance where we are notified of an error or omission. 

We contractually require any person or organisation providing products or services to 

customers on our behalf to protect the privacy and confidentiality of your data. 

We limit the storage period for your data in accordance with legal and regulatory 

requirements and will delete it when it is no longer relevant, or when our lawful purpose 

for processing it has expired. 

We do not knowingly collect data relating to children or young persons under the age of 

18. 

Personal data we collect 

Personal data is data that can be used to identify you, directly or indirectly and includes 

‘pseudonymised’ data that is linked to data that can be used to directly or indirectly 

identify you. Personal data does NOT include data that has been irreversibly anonymised 

or aggregated so that it can no longer enable us, whether in combination with other data 

or otherwise, to identify you. 

We may collect, use, store and transfer different kinds of personal data about you, which 

falls into the following categories: 

Identity Data includes your first name, last name, username or similar identifier, title, date 

of birth, gender and/or (if applicable) company name. 



 
Contact Data includes your billing address, delivery address, country of origin, email 

address and telephone number(s). 

Transaction Data includes details about payments to and from you and other details of use 

of our services or digital content. 

Technical Data includes your internet protocol (IP) address, your log-in data, browser type 

and version, time-zone setting and location, browser plug-in types and versions, operating 

system and platform and other technology on the devices that you use to access 

Careering into Motherhood Ltd websites. 

Profile Data includes your username and (for registered users) password, your 

transactional history with us and your interests, preferences, feedback and survey 

responses. 

Usage Data includes data about how you use our services and Careering into Motherhood 

Ltd websites. 

Marketing and Communications Data includes your preferences in receiving marketing 

from us and (if relevant) third parties and your communication preferences. 

Biometric identification data is a copy of your photograph that we might use for 

membership and identification purposes and to comply with applicable legislation. 

Other than a copy of your photograph, we do not collect any other special categories of 

personal data about you which include details about your race or ethnicity, religious or 

philosophical beliefs, sex life, sexual orientation, political opinions, trade union 

membership, data about your health, or genetic data. 

We will only collect and use data which is necessary to comply with our legal obligations 

and assist us to administer our business and to provide you with the services you request. 

We may collect personal data about you (or your business) from other companies and 

certain third-party sources where we have a legitimate interest to do so. 

Data that you provide when you use our services and products, including, but not limited 

to: 

When you complete our membership or application forms. The types of data we collect 

can include: your date of birth, first name, last name, address, phone number, email 

address, gender, occupation, and other data as shown on the form, as well as your 

passport, driver’s licence or some other official documents with or without a photograph; 

Anti-Money Laundering (AML) / Know Your Customer (KYC) Data, such as source of funds, 

wealth and proof of occupation; 

In verbal or written communications between us and you; 

In other third-party documents sent on your behalf, such as insurance or legal documents; 

When you use our websites, mobile phone applications and WiFi services; 

When you take part in our competitions or promotions; 

If you participate in surveys. 



 
Data about your transactions with us, including your payment history and details of 

location occupation, attendance with us; 

Data we collect from third parties, including, but not limited to: 

 

Data we receive from Central Credit, our business partners and other third parties such as 

ID data, criminal history, creditworthiness and insolvency records; 

Public data sources such as HM Land Registry, Companies House and Interpol; and Social 

networks. 

Where we store your data 

The data that we collect from you may be transferred to, and stored at, a destination 

outside the United Kingdom as well as the European Economic Area (“EEA”). It may also 

be processed by employees operating outside the United Kingdom and the EEA who 

work for us. Such employees may be engaged in, among other things, the provision of any 

requested services, the processing of your payment details and the provision of support 

services. 

All data you provide to us is stored on secure servers. If you use our site to send personal 

data to us, your transmission will be protected by Secure Socket Layer (SSL). SSL is a 

technology that encrypts your data during transmission. Where we have given you (or 

where you have chosen) a password which enables you to access certain parts of our site, 

you are responsible for keeping this password confidential. You must not share your 

password with anyone. 

The transmission of data via the Internet is not completely secure. Although we will do our 

best to protect your personal data, we cannot guarantee the security of your data 

transmitted to our site; any transmission is at your own risk. Once we have received your 

data, we will use strict procedures and security features to try to prevent unauthorised 

access. 

Lawful Basis for the Processing of your Personal Data 

The processing of your personal data will be based on the various lawful basis described 

in the ‘Uses made of the data’ or as otherwise disclosed to you at the time of collection, 

and as otherwise permitted by law. 

Uses made of this data 

 We may use your personal data for the following purposes: 

To perform our contractual obligations to you; 

To provide you with data about news, events, products, promotions or services that you 

request from us or which we feel may interest you, based on your preferences. You may be 

contacted about these by e-mail, SMS or post. To the extent that we require your consent 

for such communications (such as direct marketing emails) and you give it to us, we rely 

on your consent for providing you with the data concerned. You can withdraw your 

consent at any time; 



 
Where we do not require your specific consent, such communications are necessary for 

our legitimate interests in studying how customers use our services or digital content, 

developing them, expanding our business and informing our marketing strategy; 

To carry out our other obligations arising from agreements or contracts (including our 

obligations to you as a customer of our services) entered into between you and us. This is 

necessary for us to perform our contractual obligations to you; 

To notify you about changes to our policies, terms and conditions. This may be necessary 

for compliance with our legal obligations or performance of our contractual obligations to 

you or may be necessary for our legitimate interest in developing our business and 

operations from time to time; 

To perform background checks for any reason (to the extent permitted by applicable 

laws), which includes but is not limited to any investigation into your identity, any credit 

checks or any enquiries into your personal history. This is necessary, in some instances, for 

compliance with our legal obligations and, in others, our legitimate interest in running our 

business efficiently, minimising the risk of bad debts and preventing fraud.; 

To create a more accurate and complete customer profile to gain a better understanding 

of the products and services you want to use. This is necessary for our legitimate interests 

in keeping our records updated and studying how customers use our services or digital 

content; 

To process debit-card and other financial transactions. This is necessary for the 

performance of our contractual obligations to you and, in the context of debt recovery, 

our legitimate interest in recovering any debts due to us; 

To detect, investigate, report and seek to prevent financial crime. This is necessary for 

compliance with our legal and regulatory obligations; and 

Otherwise permitted by you, or where we are required by law to do so. 

Please note that, where you have given your consent to the processing of your personal 

data, you may withdraw your consent at any time. Any such withdrawal will not affect the 

lawfulness of any processing previously made on the basis of your prior consent. 

How do we share your data 

We may disclose and transfer your personal data to any entity, affiliate and subsidiary of 

Careering into Motherhood Ltd including those based outside of the EEA. Where your 

personal data is transferred to a country outside the EEA, we will enter into model 

contractual clauses as adopted by the European Commission, will rely on individual 

country adequacy status or binding corporate rules where our service providers have 

adopted such internal policies approved by the UK and EU data protection authorities. 

We may also disclose data that we collect from or about you with non-affiliated third 

parties as permitted or required by law, including those based outside of the EEA: 

Third-Party service providers - We work with many different service providers and other 

third parties who process your personal data on our behalf. We only do business with 



 
companies that meet our standards on the processing of data and security, and we only 

share data that is necessary for the service. 

Business transfers; bankruptcy - If Careering into Motherhood Ltd or substantially all of its 

assets are acquired by a third party or in the event of a merger, reorganisation, joint 

venture, assignment, spin- off, transfer, or sale or disposition of all or any portion of our 

business, including in connection with any bankruptcy or similar proceedings, we may 

transfer any and all personal data to the relevant third party. 

Compliance with legal obligations - We may disclose personal data if we are under a duty 

to disclose or share your personal data in order to comply with any legal obligation or 

process; or to comply with any legal requirements of any governmental authority, 

including regulators and other agreements. 

Protection of our business and customers – We may disclose personal data to protect the 

rights, property or safety of Careering into Motherhood Ltd, our customers or others. This 

includes exchanging data with other companies and organisations for the prevention and 

detection of crime 

 

Fraud prevention - As part of our registration ID and verification process, we may conduct 

identity verification using a recognised fraud prevention agency. 

External Website Links 

Our website may, from time to time, contain links to and from the websites of our partner 

networks, advertisers and affiliates. We do not expressly or impliedly endorse the 

materials disseminated at those websites, nor does the existence of a link to another site 

expressly or impliedly mean that the organisation or person publishing at that site 

endorses any of the materials on our site. Links to other websites are provided only as a 

convenience to our users and for data only. We have no control over the contents of those 

sites or resources and accept no responsibility for them or for any loss or damage that 

may arise from your use of them. 

If you follow a link to any of these websites, please note that these websites have their 

own privacy policies and that we do not accept any responsibility or liability for these 

policies. 

Careering into Motherhood Ltd websites 

For users of our websites, we have a separate Cookie Policy, which describes our 

application and use of cookies in relation to your browsing activities and related data. 

How long do we store your data for? 

We will process your personal data for as long as it is necessary to fulfil the purposes 

outlined in this Data Processing Notice. If you wish to remove your personal data at any 

time, you may do so by contacting us to request this or unsubscribing from our emails via 

the link that will appear on the email. 

Marketing consent 



 
You have the right to ask us not to use your personal data for direct marketing purposes. 

We will usually inform you (before collecting your data) if we intend to use your data for 

such purposes. You can exercise your right to prevent such processing by leaving certain 

boxes unticked on the forms we use to collect your data. You can also exercise the right at 

any time by contacting us to opt out of direct marketing communications at 

events@careeringintomotherhood.com  

If you prefer not to receive emails or SMS messages from us, you can click on the 

‘unsubscribe’ option found on the bottom of all our email and SMS marketing 

communications. 

Your data protection rights for UK and other EEA residents 

In certain circumstances, you have the following legal rights in relation to your personal 

data (to the extent consisting of “personal data” in the EEA and countries with similar data 

protection laws, and so we use that term in the rest of this paragraph). We may ask you for 

additional data, so that we take reasonable steps to check that – for example – we only 

provide personal data to the person to whom the data relate. 

Right of access to your personal data (commonly known as a "data subject access 

request"). This enables you to receive a copy of the personal data that we hold about you 

and to check that we are lawfully processing such data. 

Right of rectification of the personal data that we hold about you. This enables you to have 

any incomplete or inaccurate data we hold about you corrected, although we may need to 

verify the accuracy of the new data that you provide to us. 

Right to erasure of your personal data. This enables you to ask us to delete or remove 

personal data in certain circumstances. Please note, however, that we may retain your data 

in certain circumstances in accordance with law, which will be notified to you, if applicable, 

at the time of your request. 

Right to restriction of processing of your personal data. This enables you to ask us to 

suspend the processing of your personal data in the following scenarios: (a) if you would 

like us to establish the accuracy of such data; (b) where our use of the data is unlawful, but 

you do not want us to erase it; (c) where you need us to hold the data even if we no longer 

require it as you need it to establish, exercise or defend legal claims; or (d) you have 

objected to our use of your data, but we need to verify whether we have overriding 

legitimate grounds to use it. 

Right to portability of your personal data to you or to a third party. If you so request, we 

shall provide you, or a third party that you have chosen, with a copy of your personal data 

in a structured, commonly used, machine-readable format. Please note that this right only 

applies to automated data that you initially provided consent for us to use, and is in the 

whole mechanically processed, or where we used the data to perform our contract with 

you. 

Right to object to processing of your personal data where we are relying on a legitimate 

interest (or those of a third party) and there is something about your particular situation 

that makes you want to object to processing on this ground, in which case we will consider 

whether we have compelling reasons to continue to process your data. 
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Right to object to direct marketing. You also have the right to object where we are 

processing your personal data for purposes of direct marketing. 

Right to withdraw consent at any time where we are relying on consent to process your 

personal data. If you withdraw your consent, we may not be able to provide certain 

products, content or services to you. 

Right to complain in the UK or elsewhere in the EEA. If you would like to register a 

complaint, please contact us. This does not override your right to complain to the relevant 

supervisory authority at any time. 

Contact us 

If you would like to exercise one of your rights as set out above, or you have a question 

about, the way your personal data is processed, please contact our Data Protection Officer 

by one of the following means: 

By email: jane@careeringintomotherhood.com 

Further, you may alternatively contact the Information Commissioner’s Office on their 

website https://ico.org.uk or in writing to: 

Information Commissioner’s Office, Wycliffe House, Water Lane, Wilmslow, Cheshire, SK9 

5AF 

Telephone number 0303 123 1113. 


